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Information Security and Management 
 
LEAD OFFICER:  Penny Mell, Head of Policy and Transformation 
REPORT AUTHOR:                      Penny Mell, Head of Policy and Transformation 
  
  
WHY HAS THIS REPORT COME TO THE AUDIT COMMITTEE? 
 
This report updates the Audit Committee with regard to the progress made in responding to the 
Information Security Follow-Up Audit (June 2012).  
 

SUMMARY AND RECOMMENDATIONS:  

Summary: 

The Information Security Follow-Up Audit was included in the 2012/13 audit plan. The work 
tested a number of areas and, following this work, set out a number of recommendations. 
These recommendations have been considered by Corporate Leadership Team and 
responded to within the audit report. This report provides Audit Committee with an update 
regarding those recommendations and the actions planned in order to address them.  

Recommendation: 

That the Committee  

(1)  Agree the action plan proposed in Appendix B.  

 

 

1. Introduction 

1.1 In June 2012, Internal Audit conducted a follow up audit of the Council’s arrangements for 
Information Security. The audit concluded that controls were satisfactory regarding IT 
responsibilities but weak with respect to corporate ownership of Information Assets. Whilst 
a number of recommendations had been actioned, a number remained outstanding. These 
outstanding recommendations were re-focussed as a consequence of the follow up audit to 
ensure that action to address the audit subsequently focussed on the implementation of the 
HMG Security Policy Framework (April 2012). 

1.2 There are a number of compelling reasons for the Council, like any other organisation, to 
take information security and management seriously. The importance of keeping 
information secure is vital as failure could result in prosecution and significant fines.  The 
Information Commissioner's Office (ICO) can impose fines up to £500,000 for serious 
breaches of the Data Protection Act.  



1.3 The development of information management culture, however, is a significant undertaking 
for any organisation. The audit itself recommended that the Council should consider 
appointing an Information Security Officer to support the Senior Information Responsible 
Officer (SIRO) in the development and implementation of the HMG Security Policy 
Framework. This reflects the size of the challenge for the Council in moving from its current 
position to one which is more developed yet proportionate. The Corporate Leadership Team 
is currently investigating how this commitment might best be met and in the meantime have 
commissioned external support to take some of the recommendations forward. 

1.4 Diagram 1 below shows the information life cycle. The recommendations made within the 
audit report refer the management and governance of information at the different points 
within the information life cycle. 

 

 Diagram 1: Information Management Life Cycle 

 

 

 

2. Progress 

2.1 Since the audit, Corporate Leadership Team through the Head of Policy and Transformation, 
have commissioned an external specialist supplier to assist in progressing the work required 
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to address the audit recommendations. This approach explicitly recognised the lack of 
available resources internally and the benefit of some additional expertise in addressing the 
recommendations raised. 

2.2 In the first instance, our external supplier was commissioned to assist in the development of 
our Information Security and Management Governance Framework. There have been two 
key aspects to this work. The first been the development of new policies to make good any 
deficiencies within the existing framework and secondly, a re-draft of the entire framework 
to ensure a consistency of approach between the ICT related and non ICT related aspects of 
Information Security and Management. Critically, this has included the development of short 
and punchy Information Management Strategy which is designed to provide an overarching 
framework for all other Information Security and Management policies to sit within. A list of 
the policies and procedures within this framework can be found in Appendix A.    

2.3 Taken together these policies and procedures provide a robust and consistent governance 
framework. The framework is there to ensure that: 

o Our expectations regarding information and its management are clear to all 
o Roles and responsibilities are clear to all 
o Risks can be identified and properly addressed 

2.4 In most instances, these policies and procedures apply to all, that is: all permanent and 
temporary members of staff; contractors and suppliers; and Elected Members. Breaching 
these policies and procedures can have serious consequences leading to disciplinary action 
and/or in some cases, criminal prosecution. It is therefore essential that the Council can 
properly invest in the training and development of staff and Members; and support, 
particularly Information Asset Owners (IAO) and Information Asset Administrators (IAA), to 
understand and implement with rigour the spirit of the policies set out.    

2.5 As part of this work, we have also developed a self-assessment toolkit which managers will 
be able to use in a supported way to identify their information holdings (if they have not 
done so already); identify their IAO and IAA on a register; identify and address any risks. 

2.6 As part of developing this work, a range of Service Managers had the opportunity to speak 
to our external suppliers to explain what they felt worked well; where improvements could 
be made; and what support they would need to develop their information management 
practices. High level messages from this initial work have been shared with Corporate 
Leadership Team and included: 

 Information Management is recognised as a key enabler to support the delivery of 
the Council’s Corporate Plan and as such features within the Change Programme 
Plan 2013/14. 

 In some areas Information is regarded as a corporate asset but there is still a 
historical view that Information Management is the sole domain of the ICT 
department.  The Council needs to move away from this misconception in order that 
the information cycle is properly governed in each service and for the organisation 
as a whole. 

 The Council needs to recognise that weak Information Management can lead to 
financial penalties, inefficient working practices, business continuity issues and 
reputation damage. 

 The Council has developed a set of Information Management policies however these 
should now reviewed to ensure that they reflect current requirements and that 
there is a way of implementing these consistently throughout the Council. 



 The Council has a requirement to comply with the new Public Service Network (PSN) 
accreditation – failure to meet this standard could lead to restrictions in service 
delivery. 

 To maximise the potential benefits of Information Management and use of more 
flexible ICT applications and working practices, the Council must demonstrate clear 
commitment and leadership from the top supported by enforcement action where 
breaches occur. 

 To accept that improving maturity levels with regard to Information Management 
will take time and will require a planned programme of activity as part of the 
Council’s Change Plan and as such will require resourcing. 
 

2.7 There is further work to do with IAOs and IAAs in the next phase of this project which is 
described in further detail below. Other aspects of work underway within ICT include the 
development and roll out of a Change Control Procedure for the whole organisation to 
control changes to applications on the network and mitigate any associated risks to the 
underlying network infrastructure.  

3. Next Steps 

3.1 Progress has been made in developing the Council’s approach to Information Security and 
Management but there remains work to do.  

3.2 Making these improvements fall within the Council’s Change Programme Plan because 
efficient and effective data creation; processing, storage and destruction are fundamental in 
enabling efficient and effective working practices; allowing automation; creating a good 
customer experience; and complying with the law. It is central to the digitalisation of 
services. 

3.3 Looking forward, we will be: 

 Training IAOs and IAAS in the relevant policies and procedures; 

 Working with LMG to apply the self-assessment tool kit through a phased roll out 
based on risk;  

 Concluding the review of resources available to support this work; and 

 Providing an all Member roles and responsibilities awareness raising session. 
 

4. Conclusions 

4.1 Information Security and Management is key to the Council today – ensuring that our legal 
obligations can be met and key to the Council of tomorrow – ensuring that maximum 
efficiencies can be made in each and every process that we run. 

4.2 This report highlights some of the work that has been completed already but there is more 
work to do and this will need to be carefully balanced against the resources available to do 
the work both in terms of specialist capacity and the capacity of the IAO and IAA to 
discharge this responsibility amongst others. 

 

 

 



5 HOW WILL THE PROPOSALS BE PROJECT MANAGED AND HOW ARE THE RISKS GOING TO 
BE MANAGED? 

5.1 Delivery of the actions agreed will be monitored by the Council’s Change Programme Plan 
with regular updates to the Audit Committee. 

6. WHAT MEASURABLE OUTCOMES OR OUTPUTS WILL ARISE FROM THIS REPORT? 

Information Security and Management is key to ensuring that our legal obligations can be 
met and that maximum efficiencies can be made in each and every process that we run. 

7. STATUTORY OFFICER COMMENTS  

7.1 The Monitoring Officer’s comments are:  It is essential that the Council addresses the issues 
of information management and security in a robust and coherent manner and the 
proposals in the report represent a significant start.    

 7.2 The Section 151 Officer’s comments are: Information Management is seen as a key risk for 
the council and these proposals provide a starting point for the treatment of these risks. 

7.3  Policy Framework Comments: Information Management is recognised as a key enabler to 
support the delivery of the Council’s Corporate Plan and as such features within the Change 
Programme Plan 2013/14. 

7.4 Other consultee comments, if any:  None 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



 

 

Appendix A: List of Information Security and Management Policies and Procedures 

 

 Corporate Information Management Strategy 

 Key Legislation  

 Data Protection Policy 

 Freedom of Information Policy (FOI) 

 Information Management Security Incident  Policy (Breach)  

 Protective Marking, Handling and Disposal Policy  

 Document Retention Policy 

 Business Continuity 

 Communications and Operations Management 

 Connecting Via Secure Government Link (GCSX) 

 Secure Information Transfer Policy 

 Information Systems Acquisition Development and Maintenance 

 ICT Disposal of Redundant Information Technology Equipment  

 Email Acceptable Use Policy 

 Internet Acceptable Use Policy 

 Change Control Policy 

 Access Control Policy 

 Mobile Devices Acceptable Use Policy 

 Physical Security Policy 

 Password Policy 
 

 



 

Appendix B (see extract) 
 

No 
Original 
No (*) 

Recommendations 
Agreed 
(Y/N) 

Action By  
and Date 

Comments 

1 

All 

Implement A Robust Information Security Framework 
 
The Council should implement a robust information security framework following the 
guidelines provided by HMG Security Policy Framework (April 2012).  The framework 
should incorporate appropriate policies, processes, roles and responsibilities, controls, 
training and awareness. 
 
For further details see recommendations 2 to 7 below. 

   
 
Suite of policies in place 
 
See below for further detail 

2 1, 2, 3, 4, 
5, 6, 7, 8, 
9, 10, 18, 
21,25, 27, 
28,29,30, 
32,34 
 

 

Responsibility for Information Security 
 
A Senior Information Risk Owner (SIRO) should be appointed with responsibility for all 
aspects of IS.  It requires a Director / senior manager whose duties include: 
 
1. Reviewing and authorising IS policies that emphasise the following principles: 

 Confidentiality - information is accessible to authorised users only. 
 Integrity - information is accurate and complete. 
 Availability - authorised users only have access to data when they require it. 
 Regulatory - compliance with legislative and external standards such as 

Freedom of Information, Data Protection and Government Connect Secure 
Extranet (CoCo). 

 Guidance on data classification.  The Government has provided guidance on 
data classification termed the Government Protective Marking Scheme (GPMS), 
see Appendix C for details.  This scheme should provide a good basis for the 
Council to devise their own scheme. 

2    Ensuring information security is publicised sufficiently. 
3    Reporting directly to the Chief Executive on IS matters.  

 
 
 
 
 

Y 

 
 
Head of  
Policy & 
Transformation 

& 
Chief Executive 

 
 
Roles and responsibilities 
are clearly set out in the 
Corporate Information 
Management Strategy 
 
 
Personnel will receive the 
required training 
 
 
Head of Policy & 
Transformation and Chief 
Executive will be supported 
by the ICT Manager and 
Information Security Officer 

 
 
 
 



 

No Original 
No (*) 

Recommendations Agreed 
(Y/N) 

Action By and 
Date 

Comments 

  The SIRO should be supported by an Information Security Manager (ISM) who is a 
qualified IS Technical specialist and can provide technical advice.   
 
Details of the roles and responsibilities of the SIRO, ISM, the Information Asset Owners 
(IAO), see 3 below, and the Information Asset Administrators (IAA), see 4 below, are 
included in Appendix D.  It also includes the Chief Executive role, termed Accounting 
Officer. 

 
 

Y 

 
 

 
 
 
 

3 14,19,20, 
22,31 

Identification and Role of Information Asset Owners 
 
All owners of the different types of data such as Benefits information and Finance data 
must be identified.  The IAOs should be senior managers with the authority to ensure IS 
policies are followed, their duties include ensuring: 
 
1. Data is classified in accordance with the IS policy guidelines.    
2. Security risks are identified and to mitigate these risks controls should be 

introduced over accessing, processing, storing and transferring data. 
3. Staff can access IS policies readily, they are fully aware of their responsibilities and 

essential training needs, such as CoCo requirements, are met.  
4. Security incidents are addressed and corrective action is taken to help prevent 

similar incidents recurring. 
5. Information Asset Assistants (IAAs) are appointed to cover the daily security 

responsibilities.  The IAOs may wish to appoint Lead IAAs where different data 
types are operated in the same location/section. 

 
 
 

Y 

 
 

 
Head of Policy & 
Transformation 
with all 
Heads of 
Services 
 
April 2014 

 
 
 

A risk based approach will 
be taken to ensure that  
Information Asset Owners 
are identified and 
supported to ensure 
successful 
implementation of 
Information Management 
Policies and procedures. 
 
Appropriate training and 
development will be 
provided.  

 

 4 12,13,15, 
16,17,23, 
24,26  

Responsibilities of Information Asset Administrators  
 
The IAAs should be responsible for ensuring IS policies are applied daily and the 
controls, the IAOs had approved, are operating satisfactorily.  

Y 

Head of Policy & 
Transformation 
with all Heads of 
Service 
 
April 2014 

As above 

 
  



 

No Original 
No (*) 

Recommendations Agreed 
(Y/N) 

Action By and 
Date 

Comments 

5 11 and 33 Availability of Data 
    

Disaster Recovery 
Procedures should be in place to ensure data is readily available.  This requires the ICT 
Section to compile a plan to restore IT facilities should they become unavailable and for 
Service Departments to plan how they operate without these facilities.  All plans should 
be tested annually to ensure they are practical. 
 

 
Y 

 
ICT Manager 
Ongoing 

 
This is tested on a regular 
basis through the Council’s 
business continuity plans.  

Data  Retrieval 
Certain data should be readily available for monitoring purposes and to comply with 
legislation such as the Freedom of Information Act.  The IAOs should identify all these 
requirements and organise the data to enable it to be retrieved readily. 

Y 
All IAO’s 
Ongoing 

The implementation of the 
Corporate Information 
Management Strategy will 
assist with this and it will be 
an ongoing process over the 
next 12 to 18 months. 

6 Control and Attestation Protocol 
 
Background 
The Annual Governance Statement requires Councils to provide assurance that their internal 
control processes are operating reliably.  This means the main risks must be identified, controls put 
in place to ensure the risks are mitigated to an acceptable level and confirmation received that the 
controls are being applied.  The risks and controls are addressed in recommendation 3 but this 
recommendation concerns confirming the controls are operating reliably; such a protocol do not 
exist currently.   
 
Recommendation 
A reporting protocol should be introduced to confirm the key controls are being applied 
consistently.  This should be achieved via monthly reporting from the IAAs through to the Chief 
Executive (Accounting Officer) with the reports being summarised progressively at each IS 
responsibility level.   The reports should include: 

 
 
 
 
 
 
 
 
 

 
 

Y 
 

 
 
 

Senior 
Information 
Risk Owner 
(SIRO) & all 
Information 
Asset 
Administrators 
(IAA) 
 
 
April 2014 

 

 
 
 
 
 
 
 
 
 
 
 
 
A protocol will be designed 
and implemented by April 
2014 

 
 
 



 

No Recommendations Agreed 
(Y/N) 

Action By and 
Date 

Comments 

  A list of all key controls 
 Confirmation that the key controls have been operating; any exceptions should be recorded 

with reasons and recovery action taken. 
 Any security incidents with action taken to help prevent similar incidents occurring. 
 Anticipated problems/issues in the following month and the proposed corrective action. 
 
The Accounting Officer should be informed immediately of any major security incident and kept up 
to date until the Council’s responsibilities have been discharged fully.  
 
This protocol is essential hence it should be included in the IS policies. 

 
 
 
 

 

 
 
 
 
 

 

7 Allocation of Responsibilities 
 
Background 
The responsibilities of ICT Section and the Service Departments had not been defined formally.  
This caused ICT Section extra work to resolve problems when the Service Departments bought 
items that were incompatible with the existing hardware/software and, on occasion, when they 
processed upgrades and patches. 
 
Recommendation 
ICT Section should own and purchases all hardware/software, authorises network connections and 
record all IT assets. 
 
Service Departments responsibilities should include ownership and control of data. 
 

 
 
 
 

Y 
 

 
 
 
 
 
 
 
 
Service 
Managers CLT 
& ICT 
Manager 
 
 
April 2014 

 
 
 
 
 
 
 
 
Existing protocol which is  
enforced in the Corporate 
Information Management 
Strategy and process 
protocols.  
Appropriate training and 
development will be 
provided through 
Leadership & Management 
Group 

 
  



 

No Recommendations Agreed 
(Y/N) 

Action By and 
Date 

Comments 

8 Access to Network 
 
Background 
Users normally only require access to the network if they need access to an application; it is an IAO 
responsibility to authorise access to applications that process the data they own. 
 
However, the ICT Section grants network access prior to the User receiving authorisation to access 
an application. 
 
Recommendation 
Access to the network should be granted only after the User has obtained authorisation to access 
an application. 
 
The ICT Section should authorise network access to those employees that do not require access to 
an application, example could includes employee in a shared service. 

 
 
 
 
 
 
 
 
 
 
 

Y 
 

 

 
 
 
 
 
 
 
 
 
 
ICT Manager 
Immediate 

 
 
 
 
 
 
 
 
 
 
Re enforce the existing 
policies and procedures 
through awareness raising 
and training. 
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Authorisation Statement 
 

Copeland Borough Council 
Information Management Statement 

 
The Council, as a provider of public services, recognises the importance of Information 
Management and states its commitment to information management and governance.  
Information Management is a framework for handling information in a confidential and secure 
manner to appropriate ethical, legal and quality standards.  It is an encompassing term that 
relates to all laws, regulations, policies and procedures, behaviours and protocols for the 
creation, storage, use, sharing, retention and disposal of all information held by the Council. 
 
As part of the Council’s normal operations it stores and processes critical and sensitive 
information.  This information is valuable and the Council is committed to ensuring its 
confidentiality, integrity and availability.  The Council will manage risks to its information and 
ensure it is adequately protected against the threats, non-technical as well as technical, which 
can affect it.  The Council must comply with relevant legislation that affects information 
security and governance, including, but not confirmed to the Data Protection, Freedom of 
Information and Human Rights Acts. 
 
Compromised information can cause significant damage to the Council’s operations and 
reputation.  Information not appropriately and adequately protected can lead to serious 
compliance and legal failures.  It is a valuable asset to the council and is the basis upon which 
strategic and critical decisions are made and operational tasks are performed.  Accordingly, it is 
essential that the information is accurate and complete, properly managed, controlled and 
secured. 
 
For these reasons, the Corporate Leadership Team on behalf of the Council has approved this 
Strategy for Information Management.   
 
To support the strategy the Council’s Senior Information Risk Owner will have authority for 
information management and security and will manage them through a set of policies, 
standards, procedures, best practices, control risk management and other measures and will 
have the authority to ensure compliance with them. This role will be supported by the 
Information Security Officer. 
 
This Strategy applies equally to anyone who has access the Council’s information and 
information processing systems.  The Information Governance Group, on behalf of the Council, 
will ensure that everyone has access to the strategy and supporting policies.  Anyone with 
access to Council information and information processing systems is responsible for 
understanding it and complying with it. 
 

Signed:    Date:   Chief Executive 
 
Signed:    Date:   Leader of the Council 
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1. Introduction 

1.1 The Council, as a provider of public services, recognises the importance of Information 
Management and states its commitment to information management and governance.   

 
2. Purpose  

2.1 Information is a major asset that Copeland Borough Council has a duty and 
responsibility to protect.   

 
2.2 The purpose and objective of this Information Management Strategy is to set out a 

framework for ensuring that the Council’s information assets: remain confidential; 
maintain their integrity; and are available when needed, and to ensure compliance with 
all information based legislation, regulations, and other obligations.  

  
2.3 The Information Management Strategy is a high level document, and is supported by:  
  

 Information Standards: standards that apply to all users of the Council’s information, 
and that are designed to meet: good practice principles defined within the international 
information security standard ISO 27001; Government Connect Code of Connection; 
Payment Card Industry Data Security Standards, and mandatory elements of the 
Government’s own Security Policy Framework.   

 

 Sub-policies: policies that provide more detail on how the Council will achieve 
compliance with the Information Standards. 

 

 Procedures for colleagues to follow.  
 

Together these documents form the Council’s Information Management Framework.  
 
3. Scope 
 
3.1 This Information Management Strategy outlines the framework for management of 

Information within Copeland Borough Council 
  
3.2 The Information Management Strategy and associated sub policies and procedures 

apply to all Users of the Council’s ICT or Information, for whatever purpose it is being 
used. This includes: permanent and temporary employees; contractors; third party 
suppliers; and Elected Members.  

 
4. Enforcement 
 
4.1 If any user is found to have breached this Strategy and associated sub policies and 

procedures, they may be subject to action under the council’s Disciplinary policy. If a 
criminal offence is considered to have been committed further action may be taken to 
assist in the prosecution of the offender(s).  

 
4.2 In regard to the scope of this policy, any conduct and or actions which are unlawful or 
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illegal may constitute a personal liability.  

 

4.3 If you do not understand the implications of this strategy or how it may apply to you, 
you should seek advice from the Information Security Officer. 

 
5. Related Documentation 
 
5.1 This Information Management Strategy should be read in conjunction with other 

supporting policies contained within the Information Management Framework. 
 
6. Risks to Copeland Borough Council 
 
6.1 Data and information collected, analysed, stored, communicated and reported may be 

subject to theft, misuse, loss and corruption.    
  
6.2 Inadequate training and the misuse and breach of security controls may result in data 

and information being put at risk.  The data can then be used to misrepresent the 
Council and result in the ineffective use of the council’s resources.  

  
6.3 Information security incidents can give rise to embarrassment, financial loss, non-

compliance with standards and legislation as well as possible judgements against the 
Council.  

 
7. Council Priorities  

 
7.1 The priorities for developing the Information Management System Strategy are: 
 

 To ensure adequate staff training and awareness so that everyone understands the role IMS 
plays in supporting future business success 

 

 To design and implement technical and organisational measures that protect Copeland Borough 
Council against identified vulnerabilities that prevent customer and employee data being 
afforded the appropriate level of protection from its point of arrival and to the point of 
disposal. 

 

 To establish and maintain an assurance framework over Third parties including outsourcing 
parties used by Copeland Borough Council to ensure they adopt appropriate IMS controls 

 

 To establish a change management practice to ensure Information Management is closely 
linked to both business and IT strategy development so that future information security 
improvements can be identified and managed. 

 

 To establish a risk based approach to IMS such that activities are driven by risk assessments and 
proper change control mechanisms 

 

 To coordinate via the Information Governance Group (IGG) to enable integration with other 

Copeland Borough Council legal entities to drive a unified approach to IMS which gives benefit 

to all Council users, partners and customers.   
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8. Statement of Management Intent 
 
8.1 It is the policy of the Council to ensure that:  
  
8.2 Information will be protected from a loss of:   
  

 Confidentiality: so that information is accessible only to authorised individuals.  

 Integrity: in order to safeguard the accuracy and completeness of information and 
processing methods.  

 Availability: so that authorised users have access to relevant information when 
required.  

 
8.3 The Council has appointed an Information Security Officer to review and make 

recommendations on information management, policy standards, directives, 
procedures, incident management and security awareness training.  

  
8.4 Regulatory, legislative and contractual requirements will be incorporated into the 

Information Management Strategy and supporting policies.  
  
8.5 The requirements of the Information Management Strategy and supporting policies will 

be incorporated into the council’s operational procedures and contractual 
arrangements.  

 
8.6 The Council will work towards good practice principles identified in the ISO27000 series, 

the International Standards for Information Security.   
 
8.7 All breaches of information security, actual or suspected, must be reported in the 

Council’s Information Security Incident Policy. 
  
8.8 Business Continuity Plans will be produced, maintained and tested, as detailed in the 

Business Continuity Policy.  
  
8.9 Information security education and training will be available to all Users.  
 
8.10 Information stored by the council is appropriate to the business requirements and will 

be processed in accordance with the principles of the Data Protection Act 1998. 
 

 
9. Responsibilities  
 
9.1 The Corporate Leadership Team is accountable and ultimately responsible for:  
  

 Approving a framework for managing and overseeing its duties in relation to 
Information Management as set out in this Strategy.  

 

 Commitment to, and support for, Information Management.  
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9.2 The Senior Information Risk Owner (SIRO) is responsible for: 
 

 All aspects of Information Management 
 

 Reviewing and authorising the Information Management Strategy and the associated 
policies and procedures that emphasise the following principles: 

 
 Confidentiality – information is accessible to authorised users only 
 Integrity – information is accurate and complete 
 Availability – authorised users only have access to data when they require it 
 Regulatory – compliance with legislative and external standards 
 Guidance on data classification 

 

 Ensuring information security if publicised sufficiently 
 

 Commissioning training to support the development of an effective information 
management culture 

 

 The SIRO is supported by an Information Security Officer. 
 
9.3 The Information Security Officer is responsible for:  
  

 Being the designated Council owner of the Information Management Strategy 
 

 The maintenance and review of supporting policies and procedures.  
 

 The provision of training and education on information management for all Users, and  
 

 Other specific responsibilities as defined by the SIRO and as set out within the 
associated job and role description.  

 
9.4 Directors are accountable for:  
  

 Effective procedures which comply with this Information Management Strategy and 
supporting policies.  

 

 Ensuring the procedures used by officers under their line management are managed in 
accordance with this Strategy and ensuring that all officers are aware of, and can 
adhere to, the Information Management Strategy.  

 

 Support for Information Management in terms of resources and commitment.  
 

 Having in place control systems and measures, such as, for example procedures, to 
ensure the proper care and custody of information used under their line management.  

 

 Ensuring that Information Management Strategy is reflected in Job Descriptions and 
roles where appropriate.   
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9.5 Information Asset Owners (Heads of Service) are responsible for: 
 

 Ensuring Information Management is followed. 
 

 Data is classified in accordance with the Protective Marking, Handling and Disposal 
Policy 

 

 Staff can access Information Management policies readily, they are fully aware of their 
responsibilities and essential training needs. 

 

 Security incidents are reported and addressed and corrective action is taken to help 
prevent similar incidents recurring. 

 

 Information Asset Assistants are appointed to cover the daily security responsibilities.  
 

 Ensuring that any necessary management reporting takes place. 
 

 Ensuring the ICT department authorise network access to those employees that do not 
require access to an application 

 
9.6 Information Asset Administrators (Line Managers) are responsible for:   

 

 The data which they take through the Information Management data life cycle  
 

 Ensuring Information Management policies are applied daily and the controls the 
Information Asset Owners have approved are operating satisfactorily. 

  

 Ensuring that all permanent and temporary staff, contractors, partners, suppliers and 
customers of the council who have access to the Information Systems or information 
used for council purposes are made aware of and comply with the Information 
Management Strategy and associated policies. 
 

  
 

9.7 The Council’s Audit Committee is responsible for: 
 

 Reviewing the adequacy of the controls that are implemented to protect the council’s 
information and recommend improvements where deficiencies are found. 

 
9.8 Every user accessing council information e.g. staff, elected members, temporary staff, 

contract staff are required to adhere to the Information Management Strategy and 
associated policies.   

 
10. Commercial Activity 

  
10.1 Users are not permitted to exploit, for personal use or commercial gain, any programs, 
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results, written output or other material developed using Council ICT resources, unless 
such exploitation has been specifically authorised by the SIRO in conjunction with a 
Director. The Council retains the copyright of all electronic information created using 
ICT resources.  

  
10.2 ICT resources provided by the council may not be used for commercial activity, for 

advertising or for fundraising, except for Council-related activities, unless such activities 
have been specifically approved by the SIRO in conjunction with a Director.  

 
10.3 Entering into any personal transaction that involves the council in any way (arranging 

for delivery of personal goods to a council address, for example) is prohibited.   
  
11. Review  
  
11.1 The security requirements for the council will be reviewed by the Information 

Governance Group and formal requests for changes will be raised for incorporation into 
the Information Management Strategy and associated policies.  

  
12. Communication  
  
12.1 The Information Management Strategy and associated policies will be communicated to 

each user who accesses information and information processing facilities.  
 
 
13. Strategy and policy Standards  
  
13.1 Organisation of Information Management  
  

13.1.1 The security of information will be managed within an approved framework 
through assigning roles and co-ordinating implementation of this Information 
Management Strategy across the Council and in its dealings with third parties.   

  
13.1.2 Specialist external advice will be drawn upon where necessary so as to maintain the 

Information Management Strategy and associated policies to address new and 
emerging threats and standards.  

 
 

13.2 Asset Management  
  

13.2.1 All assets (data, information, software, computer and communications equipment, 
service utilities and people) are accounted for and have an owner. The owner shall 
be responsible for the maintenance, correct usage and protection of the asset/s 
concerned.  

 
13.3 Human Resources Security  
  

13.3.1 Employee, contractor and third party terms and conditions of 



 

Page 11 of 13 

11 
employment/working and any supporting documents, e.g. role profiles, must set 
out information management responsibilities and show adequate screening and 
declaration processes in place (see separate third party questionnaire) 

  
13.4 Physical and Environmental Security   
  

13.4.1 Physical security and environmental conditions must be commensurate with the 
risks to the area concerned. In particular critical or sensitive information processing 
facilities must be housed in secure areas protected by defined security perimeters 
with appropriate security barriers and/or entry controls.  

  
13.5 Communications and Operations Management  

  
13.5.1 Responsibilities and procedures for the management, operation and on-going 

security and availability of all data and information processing facilities must be 
established.  

  
13.5.2 The Records Management policy and associated Retention and Disposal Schedule 

must be implemented for all information holding systems both manual and 
electronic.  

 
13.6 Access Control   
  

13.6.1 Access to information and information systems must be driven by business 
requirements. Access shall be granted or arrangements made for Users according 
to their role, only to a level that will allow them to carry out their duties.  

  
13.6.2 A formal user registration and de-registration procedure is required for access to all 

information systems and services.   
 
 
13.7 Information Systems Acquisition, Development and Maintenance  
 

13.7.1 Information management risks must be identified at the earliest stage in the 
development of business requirements for new information systems or 
enhancements to existing information systems.  

  
13.7.2 Controls to mitigate the risks must be identified and implemented where 

appropriate. 
 
13.8 Information Security Incident Management  

  
13.8.1 Information security incidents and weaknesses must be recorded and mitigating 

action taken in a consistent and timely manner and where applicable all lessons 
learnt will be shared across the Council, thus mitigating the risk of future incidents.     

 
13.9 Business Continuity Management  
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13.9.1 Arrangements must be to protect critical business processes from the effects of 
failure or disasters and to ensure the timely resumption of business information 
systems.  

  
 
 
13.10 Compliance  
  

13.10.1 The design, operation, use and management of information systems must take 
into consideration all statutory, regulatory and contractual security requirements.  

  
14. Strategy and policy Governance  
  
14.1 The following table identifies who within the council is Accountable, Responsible, 

Informed and Consulted with regards to this and the sub-policies of the Information 
Management Framework.  In line with the Governments HMG Security Policy 
Framework 8 (version 8 April 2012), a critical aspect is to critically challenge the 
Councils approach to information management, assuring themselves and the Council’s 
customers that information security arrangements are at the core of the organisation 
and the security measures are fit for purpose.          

 
14.2 The following definitions apply:  

 
 Responsible – the person(s) responsible for developing and implementing the 

policy.  
 Accountable – the person who has ultimate accountability and council for the 

policy.  
 Consulted – the person(s) or groups to be consulted prior to final policy 

implementation or amendment.  
 Informed – the person(s) or groups to be informed after policy implementation 

or amendment. 
 

 
Responsible Head of Policy and Transformation 

 

Accountable Chief Executive 
 

Consulted LMG, CLT. 
 

Informed All employees, contractors, third party suppliers and Elected 
Members.  
 

 
 
15. Review and Revision  
  
15.1 This Strategy and associated policies will be reviewed as it is deemed appropriate but 
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no less frequently than every 12 months.  

  
15.2 Policy review will be undertaken by the Responsible Officer. Requests for amendments, 

clarifications or additions should be made to the Responsible Officer who will make 
representations to the Accountable body 

  


